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Any information regarding your child or your family, given to me verbally or in writing, will be treated as confidential.

Parents will have access to their own child’s records through tapestry but not to others. Any documentation relating to your child is stored in a locked cupboard which is not accessible to any other party.

I will not discuss your child with others unless I have permission from you, for example taking your baby to be weighed by the health visitor. I will however divulge confidential information to social services and to Ofsted if I have any concerns that your child is being abused. Please see my Safeguarding Children policy

|  |
| --- |
| Since 2008, childminders in England have been expected to keep more detailed records about individual children’s development as part of the Early Years Foundation Stage and it is more than likely that, if these are kept on a computer, I will need to notify as a Data Controller with the ICO,   The notification costs £35 a year and I can either complete notification form online at [www.ico.gov.uk](http://www.ico.gov.uk/) or request a draft notification form based on the nature of the business by calling the Notification Helpline on 01625 545740.  There is a template specifically for childminders (N943) which will be listed under ‘services’. The Data Protection Act 1998 defines the rules which protect the personal data of an individual.  As a childminder I need to be aware of regulations which apply to keeping information on children or parents.   The Information Commissioners Office (ICO) is the UK’s independent public body set up to uphold information rights in the public interest promoting openness by public bodies and data privacy for individuals.  The ICO enforces and oversees the Data Protection Act.   Notification is a legal requirement and all businesses (including childminders) who are processing personal information must notify, unless exempt.  If a childminder processes personal information electronically for the provision of childcare, notification is necessary. If records are kept on paper I will not need to notify, however, I am obliged to comply with the Data Protection Act. If I keep only basic personal information such as names and addresses of children and parents for the purpose of billing the parent to ensure that necessary payments are made, I will not be required to notify. If I keep more extensive records, or information of a more sensitive nature, for example, about children’s health, behaviour or development, on a computer then I will be required to notify. Processing personal information also includes taking photographs of the children in my care using a digital camera.  Therefore, if I am going to be carrying out this activity, I will be required to notify. I can protect myself by never giving out: ·        Personal information or financial details·        Details of the children I care for, even if the caller claims to be from Ofsted unless I have contacted Ofsted myself using their main telephone numbers. The Data Protection Act contains eight ‘data protection principles’.  These specify that personal data must be: 1.      Processed fairly and lawfully2.      Obtained for specified and lawful purposes3.      Adequate, relevant and not excessive4.      Accurate and up-to-date5.      Not kept any longer than necessary6.      Processed in accordance with the ‘data subject’s (the individual’s) rights7.      Securely kept (for example, password-protected for data held in a computer file, under lock and key for paper records)8.      Not transferred to any other country without adequate protection in situ. When handling, collecting, processing or storing personal data, I will ensure that: ·        All personal data is accurate and up-to date·        Errors are corrected effectively and promptly·        The data is securely destroyed (shredded) when it is no longer needed·        The personal data is kept secure at all times·        The Data Protection Act is considered when setting up new systems or when considering use of the data for a new purpose (note that this may affect the existing registration with the ICO.·        Written contracts are used when external bodies process/handle the data explicitly specifying the above requirements with respect to the data (contracts can be purchased at [http://www.pacey.org.uk/shop](http://www.ncma.org.uk/shop)) It is equally important NOT to: ·        Process personal data that I do not need for my work·        Use the data for any purpose it was not explicitly obtained for·        Process data that is inaccurate·        Store/process/handle sensitive personal data (see below) unless I have the individual’s explicit consent or I can meet a condition listed in Schedule 3 of the Data Protection Act. The ICO provides a short checklist to help me understand my legal obligations, which is available at [www.ico.gov.uk/what\_we\_cover/data\_protection/your\_legal\_obligations.aspx](http://www.ico.gov.uk/what_we_cover/data_protection/your_legal_obligations.aspx).  Alternatively, I could call 0303 123 1113 between 9-5, Monday to FridayDuring the course of our working relationship you will also find out confidential information about me and I would be grateful if you too would respect my confidentiality and not repeat anything o may tell you about my family to other parties.  |